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1.
Quick Start

1.1.
Server Install

 Before you start  

Win98 Servers 
Please note that although webtube server does run on windows 98, we recommend NT4 server or Windows2000 for the server. The client is fine on all windows versions. 
Please also make sure your computers have the latest patches from Microsoft. http://windowsupdate.microsoft.com
Network settings

We recommend using internal IP addresses e.g. 10.10.10.** e.g. Set the Server IP to 10.10.10.1 and set the clients to 10.10.10.2, 10.10.10.3, 10.10.10.4 etc. 

Webtube does not support Dynamic addresses or DCHP unless each machine is assigned a static IP address.
 You need the following information: 

· The server IP address


· The workstation IP addresses


· An advert directory on your Server (usually c:\inetpub\wwwroot\<advertdir>) or (c:\webshare\<advertdir>) which holds the adverts.txt and if used, your banners.txt (This may be setup during the installation dependent on your system settings).


· A set of *.txt files configured with the correct adverts and Server IP address for your setup. The default will point to one of our servers. 


· A set of adverts in the right directory (we have supplied sample adverts and txt files that can be edited for your own setup)


· If you are running in demonstration mode you can only connect two client workstations although all other functions are enabled.

. 

If you wish to register a full or trial licence, use the help/how to purchase tab from the top server menu.

You also need to have:
1.
The Server and workstations able to access the Internet through a router

. 

2.
If you are running local adverts on the server you need to have IIS, personal web server, or another web server installed and configured and working.

. 

3.
If you are using the flash adverts supplied, you need flash installed on your workstations.

. 

4.
The server should be able to see each workstation client over the local network. It is recommended you set up a local domain or active directory and have each workstation client log into this.

. 

If you are restricting customer access to workstations using profiles or active directory settings, shared drives and directories need to be set up on the server and shared on the workstations.

Server Installation
1
Make sure you have all the necessary information as Listed Here
2
Run setup from the Server install directory  

3
For a quick setup, use the default directories and settings 

4
Once the Server is installed, run the program, choose the Staff tab  [image: image1.png]Staff




 from the left and menu, and login as Administrator with password Webtube 
5
Click on the Administration Tab  [image: image2.png]


  on the left menu   

6
Choose Server Settings in the help menu to continue.

Note: The server software is restricted to amount of client connections and server IP Address you have purchased.
During normal operations Webtube tends to use between 6MB-10MB of memory, so ensure you have sufficient resources free. 

If you have over 40 clients, you should monitor the memory usage and add memory to suit.

1.2.
Client Install

Before you start  

Win98 Servers 
Please note that although webtube server does run on windows 98, we recommend NT4 server or Windows2000 for the server. The client is fine on all windows versions. 
Please also make sure your computers have the latest patches from Microsoft. http://windowsupdate.microsoft.com
Network settings

We recommend using internal IP addresses e.g. 10.10.10.** e.g. Set the Server IP to 10.10.10.1 and set the clients to 10.10.10.2, 10.10.10.3, 10.10.10.4 etc. 

Webtube does not support Dynamic addresses or DCHP unless each machine is assigned a static IP address.
You need the following information: 


The server IP address

. 


The workstation IP addresses

. 


An advert directory on your Server (usually c:\inetpub\wwwroot\<advertdir>) or (c:\webshare\<advertdir>) which holds the adverts.txt and if used, your banners.txt (This may be setup during the installation dependent on your system settings).

. 


A set of *.txt files configured with the correct adverts and Server IP address for your setup. The default will point to one of our servers.

. 


A set of adverts in the right directory (we have supplied sample adverts and txt files that can be edited for your own setup)

. 


If you are running in demonstration mode you can only connect two client workstations although all other functions are enabled.

. 


If you wish to register a full or trial licence, use the help/how to purchase tab from the top server menu.

You also need to have:

1.
The Server and workstations able to access the Internet through a router

. 

2.
If you are running local adverts on the server you need to have IIS, personal web server, or another web server installed and configured and working.

. 

3.
If you are using the flash adverts supplied, you need flash installed on your workstations.

. 

4.
The server should be able to see each workstation client over the local network. It is recommended you set up a local domain or active directory and have each workstation client log into this.

. 

If you are restricting customer access to workstations using profiles or active directory settings, shared drives and directories need to be set up on the server and shared on the workstations.
Installing the Client

1
Make sure you have all the necessary information as listed here
2
Run setup from the client install directory. 

3
For a quick setup, use the default directories and settings.

4
Once the client is installed, the Client Configuration form will appear.

5
Follow the information below to configure each client as required.

There are video tutorials supplied online to take you step by step through configuration examples. To check these out, connect to the Internet then go to http://www.webtube.co.uk/tutorials.htm
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On the Client Settings Tab

- Server IP Configuration


- TCP/IP Communication Port (leave this as the default)

- The advert source directory and advert list filename. This can be a local text list as in the Locked Adverts example or a text list from an Internet web server as in the kiosk adverts example.

You can configure your client local adverts.txt to point to the actual file. e.g. file://c:\temp\adverts.txt  Then in the adverts.txt point to your advert picture (or whatever) e.g. file://c:\temp\advert.jpg, 20

Loading INTERNET adverts during locked mode

Adverts must be viewable over the Internet or on an html server over your local network. e.g. Microsoft IIS, Frontpage Personal web server or Apache web server. 

If you  have a Home page, upload the adverts and text file to your site and point your clients to the text file with the list of adverts. e.g. http://www.yourdomain/adverts.txt

If you only have one advert, just add the one URL to your text file e.g. http:/www.yourdomain/advert1.html

If you have FrontPage you can use the Microsoft Personal Web server to house the files locally on your server if you don't have a Home page

Internet adverts are browser compatible HTML files housed on a web server. Therefore you can use standard web pages for adverts, or flash animations embedded in HTML or simply point them to an Internet home page. When a workstation is locked it checks the adverts.txt file on the server to get the list of adverts to be shown and the timings. It then downloads them and caches them for use. Once the system gets to the end of the list it repeats until the workstation is set in use again. 

You can also load a different set of adverts for use in unmanned (kiosk) mode allowing information on how to use access cards. There is also the option to load a banner advert during use.

For more information http://www.webtube.co.uk/Support/adverts.htm 

· User Interface launcher type.  


- Edit Show Time Used option - shows the time used to customer


- Edit Show Current Cost option - shows the cost to customer


- Warning message editable for your language or wording.


- Reboot option - This is for sites that wish to purge memory on clients after x number of uses.


- Enable remote ordering of extras - This is definable from each client for multiple levels or non-catering floors.

Configure adverts help

New client form with options to close the client or Administration button to configure.
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Client Settings Tab     

a) Enter the server IP Address 

b) Leave the default TCP/IP port set to 4999. This option is only included in the unlikely event that the TCP/IP port is already in use     by some other software already installed. 

c) Enter the full address to your adverts directory For more information on Adverts click here 

d) Choose the User Interface type. For more information on the options click here  

e) If you want to show the time used to customers tick this box. 

 f) If you want to show the ongoing cost to customers tick this box.

g) Warning message editable for your language or wording.

h) Reboot option - This is for sites that wish to purge memory on clients after x number of uses.

i) Enable remote ordering of extras - This is definable from each client for multiple levels or non-catering floors.

On the Client Configuration Tab    
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Allows programs to be added to the user interface to allow quick launch and name edit.

Client Configuration Tab    
To add programs to the taskbar or launch windows, drag and drop shortcuts into the window, or type in the paths to the programs.

To rename programs, click on the program name and type in new title similar to when using Windows Explorer.

For a step-by-step example of setting up programs click here 

(note the large size graphics are used in these examples).

Setting the Client Access Passwords 
This is configured on the Server under the Administration | Server Settings tab.  

Configuration after Install
Accessing the Client Administration after initial installation 

To access the Administration mode the client needs to be in locked mode.

1.
Press the Client Keyboard Space Bar.

2.
The password access pop-up will appear 

3.
Enter the Client Access Password

4.
The Client Configuration window will appear

Client Menu Systems
To change the client menu system -  Access Client Administration 

The Client Configuration window will appear 
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To change the user interface choose the Launcher Type  

The Client has 3 options for the user interface when unlocked.

No Launcher - The client is unlocked in standard windows mode, but has an unobtrusive time warning and end session window at the top of the screen. 
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Standard Window - The Standard Window interface is shown to the customer on start up. This is useful to add programs and shortcuts to systems that have restricted access. 

[image: image8.png]



Taskbar Style - The Taskbar interface is shown to the customer on start up.  This is useful to add programs and shortcuts to systems that have restricted access. 
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The Taskbar can be moved to any side of the desktop, by right clicking on the taskbar and choosing, it can also be set for auto hide.
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2.
Webtube Licensing

2.1.
Generating a Licence

Generating a Licence Request  

Due to the fact we offer annual licences, your server system date and time are very important when requesting a licence and checks are made with our licence generator. Please ensure they are set correctly before sending your licence request. 

The server software monitors if the date and time are changed and may stop working. A license will be delivered to the email address you add in the request form along with an unlock code. Licences are per machine and will only work on the machine the request was sent from. Transfers of licences to upgraded servers can be arranged if required, see below.

To request a Licence
·  Check your server date and time are set correctly.

·  Start the server software and choose Help/How to Purchase from the top menu.
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·  Click Generate Licence Request 
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·  Fill out the details, choose either Trial or Full key type, then click OK 
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·  If you chose a full licence, go to http://www.webtbue.co.uk and pay online

·  Once your payment has been received an initial licence will be sent. 

·  When your payment has cleared, a full key will be delivered to the email address in the key request. 

·  A licence will be delivered to the email address you added in the request form along with an unlock code.

2.2.
Importing a Licence

Importing a license   

Once your receive your Licence and Unlock code: 

Step 1. Import the licence file 

Step 2. Type the unlock code in the unlock form

Step 1. 
Then you need to import the licence into the Webtube server, to do this: 

Start the server software and choose Help/How to Purchase from the top menu..

[image: image14.png]% Webtube Server
e Reports | oo
WebTube Hep

wa Gt |





Choose Import Licence and add the licence file.
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Step 2.

Then click the enter Unlock Code button and enter the unlock code which will have been emailed separately from the licence.
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Restart the server and the software will work in registered mode.

2.3.
Buying Webtube

Buying Webtube  

Annual licence - You can rent annual licences for Webtube to help in the investment costs required to develop your business.

Full licence - This is a once only licence, unlimited by time.

Multiple site licences - We will continue to support discounted pricing for customers with multiple sites or existing bespoke contracts. For more details contact sales@webtube.co.uk 

Trial Licence - You can try Webtube with no limitations FREE on a trial basis by generating a licence request and choosing Trial. 

Due to the fact we offer annual licences, your server system date and time are very important when requesting a licence and checks  are made with our licence generator.  Please ensure they are set correctly before sending your licence request. The server software monitors if the date and time are changed and may stop working. Licences are per machine and will only work on the machine the request was sent from.

Purchase a licence either Online, or by Fax request and Bank Transfer 

For direct bank transactions the following information is provided.

Bank Details 

Barclays Bank PLC

Ashton-in-Makerfield Branch

1 Wigan Road

Ashton-in-Makerfield

Wigan

Lancashire

WN4 9AP

UK. 

Sort Code  - 20-96-37

Account Number  -  00566578

For urgent enquiries contact sales@webtube.co.uk or Call +44 (0)1942 733495.

2.4.
Checking your licence expiry

Checking your licence expiry 

To check when your licence expires go to the top menu in the server software and choose Help/About
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The Information box shows:

The software version number

The Registered Company name

The Amount of clients registered

The Expiry date

Copyright and contact information

2.5.
Transferring your licence to another machine 

Transferring your licence to another machine 

With agreement from Webtube Software prior to removing your existing server, licences can be transferred to a new server. Webtube will logon to your old server (details below) and remove your existing Full licence and then generate a new Full licence for the new server for the time remaining on the original licence.

To transfer the licence without any downtime follow the directions below:

· Contact Webtube staff ( info@webtube.co.uk ) and tell them you are upgrading your server 

· Install webtube server on the new machine and request a trial licence. 

· A 30-day temporary licence will be sent to you for the new server. 

· Configure your clients to use the new server and test all is working properly. 

· Setup desktop sharing in netmeeting on the old server and contact Webtube using the live-call system (Information on this is on 

our website)

· Webtube will logon to your old server and remove your existing Full licence.  

· A Full licence for the new server for the time remaining on the original licence will be sent. 

· Install the full licence on the new server.

3.
Using Webtube

3.1.
Logging into the Server

 Logging in 



 To login for the first time, click on Administrator and use the password Webtube 
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 Staff Login To log into the server software, click on your name under the Staff menu on the left and type in your password. The functions  , which match your security settings, will now be available. For more information on setting up Staff and security options click here 
New menu item 

Send administration report now. There is a new menu item allowing you to send usage reports at any time if you have the correct access.
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Control multiple clients at once 

Using multiple select (mouse drag to select). Reboot, close down multiple clients in one action.

3.2.
Starting a session

 Starting a session
 To start a session, click on the workstation icon  [image: image21.png]


 to highlight it, then choose the customer type e.g. Member, Guest, Special  Offer etc. and then choose the time of the session required. 
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 This will unlock the workstation for the time chosen. If you want additional time to be allocated to a workstation click the time icon again.

3.3.
Using the Interactive Help

How to use Interactive help

The new interactive help is activated by clicking the ? [image: image23.png]


 at the top of each window, this activates the interactive help function.

The cursor changes to an arrow with a question mark [image: image24.png]


You can then click on any item to get more information.

In this example the Ticket manager is open and the disable ticket button is chosen.

[image: image25.png]i




The help topic pops up to explain the item, with a link for more detailed information.
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3.4.
Using the Server Software

 Quick Links

          Logging into the server
          Starting a customer session
          Ending a session before time out
          Locking the server ( Staff log out ) 
 Icons and their meanings 
    [image: image27.png]


   Offline - The workstation is not connected or the client software is not running. 


    [image: image28.png][



   Online - The workstation is Online and available for hire.


    [image: image29.png]


   In Use - The workstation is online and in use by a customer
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   Offline Error - The workstation is frozen or has been disconnected by an error without authorisation from the server. Warning  beep...


 [image: image31.png]


 Admin Mode - The workstation is connected and in administration mode for configuration.
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   Selected - The workstation is selected for session change (red highlight)
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   WS in Kiosk mode - The workstation is in Kiosk mode operation but is available for hire
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   WS in Kiosk mode in use - The workstation is in Kiosk mode operation but is in use.


    [image: image35.png]


   Remote Order Icon - The customer has ordered extras from the Workstation.


   [image: image36.png]


   Offline No Licence - The number of connections per server licence has been exceeded. 


 Problems in Use

[image: image37.png]


  A workstation may lose connection due to network errors, system lockups, or by being reset.  The Admin software monitors the clients to make sure they are functioning correctly. If an error is found, the icon changes to an animated icon with a warning beep.  If this problem is known, the warning can be switched off by right clicking the icon and choosing Reset Error Status. 
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Accessing Task Manager by Staff on Client stations 

.

By default Webtube removes the option to hit Ctrl-Alt-Del to bring up the Task manager in Webtube clients, this is to prevent customers attempting to hack into systems. 

We have added the option to enable this function for staff.

We have had feedback from several customers asking that we add an option to be able to access the task manager so they can end tasks that are not responding without having to close the session and reboot.

If a customer has a program that is not responding, staff can now send the command to show the taskmanager to end the task.
This is done by highlighting the workstation icon on the server and right clicking and choosing "Show Taskmanager".
 . 
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3.5.
Logging out of the server

 Staff Log Out



 To log out of the system click on the logout icon [image: image41.png]aaaaaa



 This locks the Server software until a staff member logs in.

 The server window greys out and no services are available until a staff member is logged in.
3.6.
Ending a Session

 Ending a Session ..



 There are two ways to end a session from the Admin server. 

 1) Highlight the WS Icon and right click to choose End Session
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 2) Highlight the WS Icon and choose End Session from the left hand menu  

 Note: Customers can end sessions on the client software too. If none of these methods are used, the client will end the session  automatically when the time chosen runs out.


 When a session is ended, the WS popup appears.   [image: image43.png]



 To check cost information, click the expand icon. When expanded, the popup lists details of the session. 
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  For more information, click on the Breakdown button. More information is displayed. 


[image: image45.png]Customer Prfie
Session Started By
Session Stat
Session End

Session Length
Session Cost

Member
Administiator
11:4853
121308

24 mins used
£1000

@

[17:48 Time Zone 11:30 1400 for 24 Minuies @ £4.00 per hour = £

11:43 2 Caffee - £1.20 Each = £2.40

11:49 3 « Colour Prining - £0.60 Eack
11:431 # Lemon Tea- £1.10 Eack

a

480





4.
Webtube Client

4.1.
Client pre-install

xe "WebTube "

xe "Server  "

xe "Installation "

xe "Configuration"

xe "Pre-installation "

xe "information 

"

xe "Installing"

xe "Settings 



"

xe "Client "

xe "Connections"

xe "Staff "

xe "Profiles



"

xe "Charging "

xe "set "

xe "up "

xe "costs "

xe "special "

xe "offers"

xe "Customer "

xe "Descriptions"
Before you start  

Win98 Servers 
Please note that although webtube server does run on windows 98, we recommend NT4 server or Windows2000 for the server. The client is fine on all windows versions. 
Please also make sure your computers have the latest patches from Microsoft. http://windowsupdate.microsoft.com

Network settings

We recommend using internal IP addresses e.g. 10.10.10.** e.g. Set the Server IP to 10.10.10.1 and set the clients to 10.10.10.2, 10.10.10.3, 10.10.10.4 etc. 

Webtube does not support Dynamic addresses or DCHP unless each machine is assigned an IP address.
You need the following information: 


The server IP address

. 


The workstation IP addresses

. 


An advert directory on your Server (usually c:\inetpub\wwwroot\<advertdir>) or (c:\webshare\<advertdir>) which holds the adverts.txt and if used, your banners.txt (This may be setup during the installation dependent on your system settings).

. 


A set of *.txt files configured with the correct adverts and Server IP address for your setup. The default will point to one of our servers.

. 


A set of adverts in the right directory (we have supplied sample adverts and txt files that can be edited for your own setup)

. 


If you are running in demonstration mode you can only connect two client workstations although all other functions are enabled.

. 


If you wish to register a full or trial licence, use the help/how to purchase tab from the top server menu.

You also need to have:

1.
The Server and workstations able to access the Internet through a router

. 

2.
If you are running local adverts on the server you need to have IIS, personal web server, or another web server installed and configured and working.

. 

3.
If you are using the flash adverts supplied, you need flash installed on your workstations.

. 

4.
The server should be able to see each workstation client over the local network. It is recommended you set up a local domain or active directory and have each workstation client log into this.

. 

If you are restricting customer access to workstations using profiles or active directory settings, shared drives and directories need to be set up on the server and shared on the workstations.

4.2.
Client Installation

xe "client"

xe "workstation"

xe "PC"

xe "customer"
Installing the Client

1
Make sure you have all the necessary information as listed here
2
Run setup from the client install directory. 

3
For a quick setup, use the default directories and settings.

4
Once the client is installed, the Client Configuration form will appear.

5
Follow the information below to configure each client as required.

There are video tutorials supplied online to take you step by step through configuration examples. To check these out, connect to the Internet then go to http://www.webtube.co.uk/support
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On the Client Settings Tab

- Server IP Configuration


- TCP/IP Communication Port (leave this as the default)

- The advert source directory and advert list filename. This can be a local text list as in the Locked Adverts example or a text list from an Internet web server as in the kiosk adverts example.

You can configure your client local adverts.txt to point to the actual file. e.g. file://c:\temp\adverts.txt  Then in the adverts.txt point to your advert picture (or whatever) e.g. file://c:\temp\advert.jpg, 20

Loading INTERNET adverts during locked mode

Adverts must be viewable over the Internet or on an html server over your local network. E.g. Microsoft IIS, Frontpage Personal web server or Apache web server. 

If you have a Home page, upload the adverts and text file to your site and point your clients to the text file with the list of adverts.

e.g. http://www.yourdomain/adverts.txt
If you only have one advert, just add the one URL to your text file e.g. http:/www.yourdomain/advert1.html

If you have FrontPage you can use the Microsoft Personal Web server to house the files locally on your server if you don't have a Home page

Internet adverts are browser compatible HTML files housed on a web server. Therefore you can use standard web pages for adverts, or flash animations embedded in HTML or simply point them to an Internet home page. When a workstation is locked it checks the adverts.txt file on the server to get the list of adverts to be shown and the timings. It then downloads them and caches them for use. Once the system gets to the end of the list it repeats until the workstation is set in use again. 

You can also load a different set of adverts for use in unmanned (kiosk) mode allowing information on how to use access cards. There is also the option to load a banner advert during use.

For more information http://www.webtube.co.uk/Support/adverts.htm 

Configure adverts help

New client form with options to close the client or Administration button to configure.
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- User Interface launcher type.  

- Edit Show Time Used option - shows the time used to customer

- Edit Show Current Cost option - shows the cost to customer

- Warning message editable for your language or wording.

- Reboot option - This is for sites that wish to purge memory on clients after x number of uses.

- Enable remote ordering of extras - This is definable from each client for multiple levels or non-catering floors.

Client Settings Tab     

a) Enter the server IP Address 

b) Leave the default TCP/IP port set to 4999. This option is only included in the unlikely event that the TCP/IP port is already in use     by some other software already installed. 

c) Enter the full address to your adverts directory.

d) Choose the User Interface type. For more information on the options click here  

e) If you want to show the time used to customers tick this box. 

 f) If you want to show the ongoing cost to customers tick this box.

g) Warning message editable for your language or wording.

h) Reboot option - This is for sites that wish to purge memory on clients after x number of uses.

i) Enable remote ordering of extras - This is definable from each client for multiple levels or non-catering floors.

On the Client Configuration Tab    
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Allows programs to be added to the user interface to allow quick launch and name edit.

Client Configuration Tab    
To add programs to the taskbar or launch windows, drag and drop shortcuts into the window, or type in the paths to the programs.

To rename programs, click on the program name and type in new title similar to when using Windows Explorer.

For a step-by-step example of setting up programs click here 

(Note the large size graphics are used in these examples).

Setting the Client Access Passwords 
This is configured on the Server under the Administration | Server Settings tab.  

Configuration after Install
Accessing the Client Administration after initial installation 

To access the Administration mode the client needs to be in locked mode.

1.
Press the Client Keyboard Space Bar.

2.
The password access pop-up will appear 

3.
Enter the Client Access Password

4.
The Client Configuration window will appear

Client Menu Systems
To change the client menu system - Access Client Administration 

The Client Configuration window will appear 
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To change the user interface choose the Launcher Type  

The Client has 3 options for the user interface when unlocked.

No Launcher - The client is unlocked in standard windows mode, but has an unobtrusive time warning and end session window at the top of the screen. 
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Standard Window - The Standard Window interface is shown to the customer on start up. This is useful to add programs and shortcuts to systems that have restricted access. 
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Taskbar Style - The Taskbar interface is shown to the customer on start up.  This is useful to add programs and shortcuts to systems that have restricted access. 
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The Taskbar can be moved to any side of the desktop, by right clicking on the taskbar and choosing, it can also be set for auto hide.

[image: image53.png]4 Move Menuto Top
W Mave Menu to Battom
4 Moye Menuto Lett
P Move Menu to Right

Ao Hide
300 End Session





5.
Webtube Server

5.1.
Pre-installation information

xe "WebTube "

xe "Server  "

xe "Installation "

xe "Configuration"

xe "Pre-installation "

xe "information 

"

xe "Installing"

xe "Settings 



"

xe "Client "

xe "Connections"

xe "Staff "

xe "Profiles



"

xe "Charging "

xe "set "

xe "up "

xe "costs "

xe "special "

xe "offers"

xe "Customer "

xe "Descriptions"
 Before you start  

Win98 Servers 
Please note that although webtube server does run on windows 98, we recommend NT4 server or Windows2000 for the server. The client is fine on all windows versions. 
Please also make sure your computers have the latest patches from Microsoft. http://windowsupdate.microsoft.com
Network settings

We recommend using internal IP addresses e.g. 10.10.10.** e.g. Set the Server IP to 10.10.10.1 and set the clients to 10.10.10.2, 10.10.10.3, 10.10.10.4 etc. 

Webtube does not support Dynamic addresses or DCHP unless each machine is assigned an IP address.
 You need the following information: 


The server IP address

. 


The workstation IP addresses

. 


An advert directory on your Server (usually c:\inetpub\wwwroot\<advertdir>) or (c:\webshare\<advertdir>) which holds the adverts.txt and if used, your banners.txt (This may be setup during the installation dependent on your system settings).

. 


A set of *.txt files configured with the correct adverts and Server IP address for your setup. The default will point to one of our servers.

. 


A set of adverts in the right directory (we have supplied sample adverts and txt files that can be edited for your own setup)

. 


If you are running in demonstration mode you can only connect two client workstations although all other functions are enabled.

. 


If you wish to register a full or trial licence, use the help/how to purchase tab from the top server menu.

You also need to have:
1.
The Server and workstations able to access the Internet through a router

. 

2.
If you are running local adverts on the server you need to have IIS, personal web server, or another web server installed and configured and working.

. 

3.
If you are using the flash adverts supplied, you need flash installed on your workstations.

. 

4.
The server should be able to see each workstation client over the local network. It is recommended you set up a local domain or active directory and have each workstation client log into this.

. 

If you are restricting customer access to workstations using profiles or active directory settings, shared drives and directories need to be set up on the server and shared on the workstations.

Once you have this information you are ready to install the server
5.2.
Server Installation

xe "Server"

xe "admin"

xe "install"

xe "Run "

xe "setup "

xe "from "

xe "the "

xe "settings"

xe "directory"
Server Installation
1
Make sure you have all the necessary information as Listed Here
2
Run setup from the Server install directory  

3
For a quick setup, use the default directories and settings 

4
Once the Server is installed, run the program, choose the Staff tab [image: image54.png]Staff




 from the left and menu, and login as Administrator with password Webtube 
5
Click on the Administration Tab [image: image55.png]


 on the left menu   

6
Choose Server Settings in the help menu to continue.

Note: The server software is restricted to amount of client connections and server IP Address you have purchased.
During normal operations Webtube tends to use between 6MB-10MB of memory, so ensure you have sufficient resources free. 

If you have over 40 clients, you should monitor the memory usage and add memory to suit.
5.3.
Server Settings

Server Settings
Click on the Administration Menu in the server software.

Then choose Server Settings Icon
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The Server Settings form will appear 

.
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· Logo - Use this to change the default logo displayed at the top of your software. This can be used to brand your product.
· Idle Timeout -  This sets the non-activity time that the server software locks requiring Staff to log back onto the software. Useful for busy sites where staff may be called away from the server.

· . To prevent the software locking, set the idle timeout to 0 (zero)
· TCP/IP Port - Leave this as default. This is only in the rare case that another installed program may conflict with the ports used by Webtube.
· Enable Sound on Client Critical Error   - This is an option to turn off the audible warning on client errors.
· Charge for time less than 1 minute - This is used to discount times allocated that are less than 1 minute in the data recorded.
· Require money to be taken - Set this if you want to confirm money has been taken
· Server Name - Use this to identify different servers in multiple site environments.
· Email reports to: - Set this email address to send the data to.
· Mail Server - Set the mail server to be used here

· Mail from - Set this to a recognised user on your system to allow emails to be sent.    

· Client Administration Password - This sets the client in Admin Mode but functions normally. The information is written to the data, but the session pop-up does not appear on end session.  
· Client Remote Unlock Password - This sets the client in configuration mode to add programs on launchers or change User Interface etc
· Show Banner Adverts for Kiosk mode - Choose to show banners in kiosk mode.
· Close Applications - Choose to close applications on the client when it's been unlocked in kiosk mode.
· Clear URLs - Choose to clear visited URL's from the last visited history on the client when it's been unlocked in kiosk mode.
· Clear History - Choose to clear the history on the client when it's been unlocked in kiosk mode.
· Clear Cookies - Choose to remove cookies from the client when it's been unlocked in kiosk mode.
Once you have finished click on Client Connections to continue configuration

5.4.
Adding Staff 

xe "Staff"

xe "Employees"

xe "WebTube "

xe "Server  "

xe "Installation "

xe "Configuration"

xe "Pre-installation "

xe "information 

"

xe "Installing"

xe "Settings 



"

xe "Client "

xe "Connections"

xe "Staff "

xe "Profiles



"

xe "Charging "

xe "set "

xe "up "

xe "costs "

xe "special "

xe "offers"

xe "Customer "

xe "Descriptions"

xe "Time "

xe "zones"

xe "copy "

xe "functions"

xe "Adding "

xe "Extras

"

xe "add "

xe "ordered "

xe "order"

xe "Kiosk "

xe "Tickets

"

xe "manage "

xe "access "

xe "numbers"

xe "Usage "

xe "Data


"

xe "Information "

xe "daily"

xe "Client"

xe "Tab


"

xe "Configuration"

xe "Passwords 
"

xe "Security"

xe "Changing"

xe "Menu "

xe "Options"

xe "Manned "

xe "Mode"

xe "Generation "

xe "monitoring "

xe "Generate"

xe "Using"

xe "Online "

xe "Help



"

xe "support"
Note: To login for the first time, click on Administrator and use the password webtube  

Staff Logins and Security 

Staff functions match the security settings you enable for each user.  This enables owners to restrict certain server tasks to particular staff members.


....



Adding a Staff Member.
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Choose the Administration tab from the menu and click on Staff Profiles.  

The Staff Profiles menu will appear. .  
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The tick boxes denote the available functions for the Staff Member. You can edit, add new or delete staff details.

 


To add a new member of staff 

1.
Click on the NEW button 

2.
Type in the Name, password and password confirmation 

3.
Choose the functions to be available for the Staff Member 

4.
Click the Save button to save the changes 

Once you have setup your Staff, change the default Administrator password to a unique one to prevent others accessing this account. 

To disable a function for the Staff Member clear the tick from the function. 


Once you have finished click on Charging Profiles to continue configuration
5.5.
Charging Profiles

xe "Configuration"

xe "Pre-installation "

xe "information 

"

xe "Installing"

xe "Settings 



"

xe "Client "

xe "Connections"

xe "Staff "

xe "Profiles



"

xe "Charging "

xe "set "

xe "up "

xe "costs "

xe "special "

xe "offers"

xe "Customer "

xe "Descriptions"

xe "Time "

xe "zones"

xe "copy "

xe "functions"

xe "Adding "

xe "Extras

"

xe "add "

xe "ordered "

xe "order"

xe "Kiosk "

xe "Tickets

"

xe "manage "

xe "access "

xe "numbers"

xe "Usage "

xe "Data


"

xe "Information "

xe "daily"

xe "Client"

xe "Tab


"

xe "Configuration"

xe "Passwords 
"

xe "Security"

xe "Changing"

xe "Menu "

xe "Options"

xe "Manned "

xe "Mode"

xe "Generation "

xe "monitoring "

xe "Generate"

xe "Using"

xe "Online "

xe "Help



"

xe "support"

xe "Staff"

xe "Employees"

xe "WebTube "

xe "Server  "

xe "Installation "
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Note  - The Charging Profiles cannot be edited with Clients connected, this is to prevent costs for sessions in progress being changed by staff.  

The Customer Profiles window is very configurable and therefore quite involved to setup. 

To simplify the setup procedure we have split the window into parts to explain the different options. 

Customer Description     
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The Customer Description area sets up the customer types and allows editing and saving changes. 


Once saved, the different types of customer end up as buttons on the Admin server menu. e.g. on a system with just Members and Guests the following buttons appear.
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Settings  


Each customer profile can be treated in different ways. The Settings part of the configuration allows you to choose how each user type will be treated.  
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On Session Start - These functions are activated when a client is unlocked at the session start. 


Launch URL - This sets the starting page for the User type.   For example you may want a Member to go to a different Home page than a guest user. . 


Launch Program - You may want to run a program for members to use but not for guests. . 

On Session End - These functions are activated when a client session is ended, prior to a new session. 


Lock Client - When ticked, this function locks the client window at the end of a session and displays the rolling adverts. . 


Close Applications - When ticked, this function attempts to close all running applications to clear the desktop for the next customer. This should be used with caution as customers may lose non-saved work on a session end. . 

Note In some Dos based or 3DFX based games the windows cannot be forced to close, this function makes a best effort attempt to close all running applications. . 


Clear URLs - When ticked, this function clears the visited URLs in Internet Explorer address bar. Useful for a mix of customers where some adult sites may have been visited.. 


Clear History - When ticked, this function clears the History of documents and sites used. . 


Clear Cookies - When ticked, this function clears any cookies from previous use. . 


Inform Customer of remaining time - Usually set to 5 minutes, this function scrolls a warning message on the client warning them of the remaining time left to allow them to save work. .. 

Daily Charges   

The next part of the configuration sets up the costs per customer type.  If you use the same costs on each day, edit Monday charges and use the copy function for the other days.  Most companies charge more for weekends or specific times during the day e.g. at Lunchtime. 

This panel allows the basic charges to be set up and if Enable Zone Rates is ticked the charges are configured in conjunction with the Time Zone area on the right hand side. 
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Step 1 - Initial Charge - When ticked, this function sets an Initial charge for the first configured time and charges per minute thereafter. .  

Step 2 - Enable Zone Rates - When ticked, this function checks the Time Zone rates against the system clock and charges the per minute rate that is configured. .  

Step 3 - Remaining Charges - This sets the cost per hour, charged by the minute, for the remaining minutes not included in the Initial Charge or the Time Zone rates. This could also be considered as the basic charge rate for the customer type. .  
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Now available in version 6, is the ability to charge in blocks of minutes.  Entering a value as shown above will result in the customer being charged in blocks of 15 minutes. If the customer uses 17 minutes they will be charged for 30 minutes.

Step 4 - If required, a minimum charge per customer can be configured here. . Once the charges are set up, the Copy Functions allow the settings to be copied to other days. .


Time Zone Area - This allows differing rates during the day, dependent on the system clock. .


Using Time Zones  The time zone starts at 12 Midnight to 23.59  

To use Time Zones: 

1.
Make sure Step 2 - Enable Zone Rates is ticked. 

2.
Click and drag the times required in the Time Zones Window. 

3.
Set the New Time Zone cost per hour.  

4.
Click Insert Once you are happy with the settings choose Save then Close
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Time Zones Example  

The example opposite shows three charging rates for this day. 

1.
From 11.30 to 14.30 the hourly rate is £5.00 . 

2.
From 14.30 to 17.15 the hourly rate is £4.00 . 

3.
The remaining hours will be charged at the Standard rate as set in Step 3 - Remaining Charges.  

Once you are happy with the settings choose Save then Close
  


Editing Time Zones  
To edit a time zone, click on the time zone in the window and change the cost. 

Deleting Time Zones 

To delete a time zone, click on the time zone in the window and click the delete button.  Once you are happy with the settings choose Save then Close
  


Using Copy Functions  
Once you have setup a day charge, you may want to copy this to other days. To do this use the Copy Functions feature. 
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1) Choose what to copy  

The options are: 


Copy Just Charging Rates 


Copy Just Time Zones 


Copy both Charging Rates and Time Zones  

2) Choose the Customer From and Day type to Customer To and Day   

3) Choose the day to copy to or if required choose Everyday  

Click the Copy button 

A confirmation popup will appear  

Click Yes to copy.   



    

Once you have finished setting up your charging profiles click on Extras to continue configuration


5.6.
Ticket Management
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More details regarding tickets can be found under the Kiosk Operation Topic.

Monitoring   

To monitor a ticket highlight it in the list and view the details below. 
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To remove expired or disabled tickets from the Manager list, choose the relevant tick box and click purge 

New since version 6.2 is the ability to add or remove time from an existing ticket. Just click the Add Minutes or Delete Minutes button and enter a value.


Number Maintenance  .
To maintain access numbers the bottom left part of the Ticket Manager is used 
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To remove expired or disabled tickets from the Manager list, choose the relevant tick box and click purge      

5.7.
Client Connections

xe "WebTube "

xe "Server  "

xe "Installation "

xe "Configuration"

xe "Pre-installation "

xe "information 

"

xe "Installing"

xe "Settings 



"

xe "Client "

xe "Connections"

xe "Staff "

xe "Profiles



"

xe "Charging "

xe "set "

xe "up "

xe "costs "

xe "special "

xe "offers"

xe "Customer "

xe "Descriptions"

xe "Time "

xe "zones"

xe "copy "

xe "functions"

xe "Adding "

xe "Extras

"

xe "add "

xe "ordered "

xe "order"

xe "Kiosk "

xe "Tickets

"

xe "manage "

xe "access "

xe "numbers"

xe "Usage "

xe "Data


"

xe "Information "

xe "daily"

xe "Client"

xe "Tab


"

xe "Configuration"

xe "Passwords 
"

xe "Security"

xe "Changing"

xe "Menu "

xe "Options"

xe "Manned "

xe "Mode"

xe "Generation "

xe "monitoring "

xe "Generate"

xe "Using"

xe "Online "

xe "Help



"

xe "support"
Client Connections
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When Client Connections is clicked, the Admin software window enters Edit Mode. 

This is denoted by a Grid and the Exit Edit Mode button appears at the top of the menu. 
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To Add a client to the server
Click Insert on the keyboard or right mouse click in the server window and choose Add Client.
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You can insert all your clients at once by hitting insert multiple times, then edit each one individually
To Configure a Client

Click on the client Icon, and the Client ID window appears
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Type in a name for the client and click OK

.
The Client IP Address window will appear. 
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Type in the Client IP Address and click ok.

.
.
To move the Client Icon to reflect your site layout click on the icon and drag to the desired area.
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Auto arrange Icons
If you want to line up your icons, right mouse click in the window in edit mode and choose auto arrange
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Once you have added all the clients, click on the exit edit mode button at the top of the left hand menu
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Once you have finished, choose Staff Profiles to continue configuration.

5.8.
Usage Data
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The End of day Reports are formatted in MS Excel spreadsheets and are automatically delivered at Midnight to the email address configured in the Server Settings configuration tab.  

These data reports are the basis of managing and budgeting the business. 

There are several sheets in the workbook sorted on overall usage, customer type, extras ordered, kiosk use and a fully detailed complete transaction log. 
Our online example data with descriptions can be  downloaded here. 

This is quite comprehensive information but with practice it can be a valuable source of information about your business.

User Types - Uses the short code you added in the customer profiles settings on the server. 

In this example 001=Member, 002=Guest and 003=Special Offer

Sessions - This is the total of individual sessions used


Minutes - Gives total minutes 

Revenue - is the total customer price per minute

Extras - Shows the total extras ordered per user type

Total - Shows the total by customer type

Totals - Gives totals per column

WebTube Log Database Structure

ID : Integer Record Number

ClientIP : IP Address of Client Workstation

ClientID : Name of Client Workstation

Time : The time of the event.

Staff : Name of the staff member who was logged in at the time of the event

Type : See following :

LogValue1 : Integer

LogValue2 : Currency

LogValue3 : String

LOG_ADMINSTART = 1;

Indicates the admin server software was just started.

LOG_ADMINEND = 2;

Indicates the admin server software was just shut down.

LOG_STAFFIN = 3;

Indicates the member of staff whose name is in the staff field has just logged in.

LOG_STAFFOUT = 4;

Indicates the member of staff whose name is in the staff field has just logged out.

LOG_NEWSESSION = 5;

A new session has been opened on the workstation whose name appears in the clientid field.

The field LogValue1 contains the number of minutes the session has been initially opened for.

The field LogValue3 contains the short code of the customer profile.

LOG_EXTENDSESSION = 6;

A session already in use has been extended on the workstation whose name appears in the clientid field.

The field LogValue1 contains the number of extra minutes that have been added to the session.

The field LogValue3 contains the short code of the customer profile.

LOG_ENDSESSION = 7;

A session has been ended on the workstation identified in the clientid field.

The field LogValue1 contains the total number minutes the session was open for.

The field LogValue2 contains the total cost for the session, excluding extras.

The field LogValue3 contains the short code of the customer profile.

Note. There may also be entries in the breakdown table, which will show how the costs were calculated.

LOG_CLIENTENDSESSION = 8;

Identical to LOG_ENDSESSION, but allows you to distinguish between the customer ending the session as opposed to the staff ending the session (LOG_ENDSESSION)

LOG_INVALIDCONNECT = 9;

A client tried to connect to the server but was not present in the client list. ClientIP and ClientID fields identify the machine trying to connect.

LOG_CONNECT = 10;

Client has connected to the server.

LOG_INVALIDDISCONNECT = 11;

Client disconnected from the server and the disconnection was not expected.

LOG_DISCONNECT = 12;

Client disconnected from the server.

LOG_MIDNIGHTUSAGE = 13;

If a session was still in use at midnight when the log files were processed.  The entry notes the current session charges, but should not be used to total the day's takings as the cost will be taken and entered on the day the session ends.

The field LogValue1 contains the number minutes the session has currently been open.

The field LogValue2 contains the current cost for the session, excluding extras.

The field LogValue3 contains the short code of the customer profile.

LOG_MIDNIGHTDISCONNECT = 14;

Client has been forcefully disconnected from the server so the log files can be processed.  The client is notified before disconnection so it will attempt to reconnect as soon as the log files have been processed.

5.9.
Extras

xe "Extras"

xe "Products"

xe "Price"

xe "Sales"

xe "stock"

xe "printing"

xe "Staff"

xe "Employees"

xe "WebTube "

xe "Server  "

xe "Installation "
Configuring Extras

The Extras function allows customers to order beverages or additional products from the workstation during use.  

Staff can also add extras to the bill from the server. If you do not require the extras function this can be disabled. 

 

To Add Extras

1. Choose the Administration/Extras button.  
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2. The Extras configuration window will appear   
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3.  Click on the Add Button and type in the name of the extra and click OK 
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4. The Item will be added to the extras list. 

Type in the till short code (this is placed in the data for stock identification) 

Choose whether the extra can be ordered from the workstation Yes/No 
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Add the default price, this will be the price charged for all profiles if the others are left blank. 

Note: If you have several customer profiles, you can add different pricing for each profile. 

Choose save. 
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You can alter the positioning of the extra in the list by selecting the item and using the up and down arrows. 
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Tutorials on how to order extras from the workstation and  placing extras orders on the server can be found here


6.
Kiosk Operation

6.1.
Access Numbers
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Introduction  
Webtube server comes complete with an initial set of 10 access numbers built in. These can be used for testing and each have a 
60-minute time allowance.  


The list of numbers are: 


ZZZ4173219 


ZZZ1771389 


ZZZ2980011 


ZZZ3395413 


ZZZ2299024 


ZZZ1206703 


ZZZ7444804 


ZZZ0226743 


ZZZ8731613 


ZZZ0235955 

Note: We recommend you disable these test cards after registration and initial setup to prevent unpaid use.  

Ticket allocation is restricted to 10 tickets in Demo mode, but is unlimited if you register Webtube.

6.2.
Using Access Numbers
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Generating Kiosk access numbers   . 
To generate access numbers the lower right part of the manager is used.  [image: image94.png]Kiask Tickets
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1.
Type in the number of tickets to be generated (in this example 20 tickets of 30 minutes without a date expiry are to be generated). 

2.
Type in the amount of minutes to be set for each ticket. 

3.
If the ticket is to be available indefinitely tick Never. (More details on ticket expiry below). 

4.
Click the Generate button.   
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5. The confirmation window will appear, if your settings are correct, click yes. 
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6. The Option to save a .csv file for ticket printing will appear. 

7. Type in the name for the file to be saved. (in this example Ticket-data) 

8. Click Save 

[image: image100.png]cafe Manager

3)  20tikets have been generated
‘and written tothe file £:|My Documents! CafeMtanageriKiosk Tickets!Ticket-Data.C5Y.




 

9. The generated window will appear and the tickets will be in your manager window.   

6.3.
Managing Tickets
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More details regarding tickets can be found under the Kiosk Operation Topic.

Monitoring   

To monitor a ticket highlight it in the list and view the details below. 
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To remove expired or disabled tickets from the Manager list choose the relevant tick box and click purge

New since version 6.2 is the ability to add or remove time from an existing ticket. Just click the Add Minutes or Delete Minutes button and enter a value.

Number Maintenance.
To maintain access numbers the bottom left part of the Ticket Manager is used 
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To remove expired or disabled tickets from the Manager list choose the relevant tick box and click purge      

6.4.
Printing Tickets
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Printing access numbers. 
To print access numbers you can send the .csv file to your printers or you can use your own design and import the .csv file into your document.  There are many manufacturers of PC computer specialist ticket printers or plastic card printers, add on cards & products on the Internet or you can have pre-printed tickets and use a standard printer. 

We have generated tickets using Avery templates using a laser printer and a mailmerge document. 

This example can be downloaded from the registered users download area and can be modified and designed to suit your needs.    


Setting date expired tickets. 
Date expired tickets can be used for special promotions or limited offers.  

To generate date expired tickets: 

1.
Type in the number of tickets to be generated - in this example 10 tickets of 60 minutes are to be generated with an expiry date of 30th June 2001 - (round blue highlight). 

2.
Type in the amount of minutes to be set for each ticket. 

3.
Click on the date and the calendar will appear. 

4.
Choose the date of expiry 

5.
Then click generate 
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6. The confirmation popup will appear.
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 7. You can choose to append to an existing csv file (for printing) or create a new list.  

[image: image110.png][select CsviletoGenerate R |
S| QKo Tokes 3]« & of B

Ticket Data.C3V

il rame:  [TckerData oV S

Save as type: [C5V Fies (~C5V) < Cancel

7




 

[image: image111.png]cafe Manager

0 you want o sppend to the existing Fie 7

o | col




 

 8. Click yes and the generated window will appear and the tickets will be in your manager window. 
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6.5.
Webtube Ticket Manager
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To Access the ticket manager: 
Click on the Kiosk Tickets icon under Administration. 
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The Kiosk ticket manager will appear, showing the default set of access numbers. To get ticket details, highlight the ticket in the list and the information is shown below. 
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To change the displayed sort order of the tickets, just click on one of the column headings.

The Ticket list columns are as follows: 

· 
Number - The generated ticket numbers 

· 
In Use - Shows live data whether the card is in use at the time (Can be used for monitoring). 
· 
Minutes Left - Shows time left on each ticket at the end of each session. Monitors sold minutes left on each ticket. 
· 
Created and Updated - Shows date ticket was generated and if the card has been modified 
· 
Expires - If an expiry date has been added to the ticket during number generation 
· 
Enabled - Tickets can be generated before they are needed and stored in a queue. By default they are enabled, but if you wish to 
hold some in reserve, highlight the ticket and click the button below to change the status. 
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To check tickets in use at any time, click on the button. The list will then show the tickets in use. Note: the minutes left status is updated at the end of each session.

6.6.
Kiosk or Manned Staff Mode
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Changing from a manned site to Kiosk Operation.

.
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 Webtube Kiosk Use


Webtube Kiosk mode enables customers to access workstations by typing in an access number.  This can be from a membership number, a card number or an automatically generated access number from the in-built Webtube ticket manager.

To Place workstations in client Kiosk mode: 

1.
The Workstation must be in locked advert mode  

2.
Right click on the WS Icon  

3.
Choose Kiosk Mode  

4.
The WS Icon will change to Kiosk Mode  

5.
Once all workstations are set in kiosk mode, use Staff logout to lock the server if required.  

Note: Once workstations are set to Kiosk mode, they remain in Kiosk mode even after reboots, until they are manually changed back to standard Webtube manned server mode.  
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During Kiosk Mode, the server can be locked by Staff logout, preventing the server from being used.  
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7.
What's New in version 6.4

7.1.
New in Webtube version 6.4
There are now two versions of Webtube available, dependent on the type of business you run. Both server types are included in the version 6.4 install files, with the operation method subject to the licence type ordered. We have also added quite a few new features, which have been suggested in feedback from our customers. 

Webtube server, the typical version that is for standalone sites, or non-data linked chains.

AdminCentral server, which is a new two tier server system mainly for prepaid card/ticket users who want to share ticket numbers and usage between multiple sites. 

Information on AdminCentral 
AdminCentral server is designed to remotely administer multiple Webtube server sites where customers will be able to use a valid ticket to access clients at any linked site.
· Provides central administration link to multiple sites using secure Internet protocols

· Generate kiosk, membership or pre-paid access numbers from the AdminCentral server for all sites.
· Kiosk ticket numbers and usage are shared between multiple sites

· Centrally audit usage, staff logins, and delivers individual site data to Admin account through daily reports

· Monitor sales revenue and stock levels

· Distribute advertising banners and screens

· Remotely manage staffed or non-staffed sites 

· As with standard Webtube server, the local servers can have a mix of ticket and staff activated clients if required 

How it Works
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AdminCentral server monitors each local server and shows which staff member is logged in at any one time
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    The local Webtube server system remembers ticket details locally if the AdminCentral server connection is temporarily broken [image: image125.png]


 and when it reconnects [image: image126.png]Connected ta Central Server @



 it updates the AdminCentral server tickets with the used times.
· The local server monitors the connection to the central server if the connection is lost the error is monitored and backup ticket numbers held locally can be used if the downtime is prolonged.

· The local servers collate the data and send to the admin account. 
· As with the normal Webtube server, the local servers can have a mix of kiosk mode and manned mode machines if required. So you can have a set of machines for tickets and some taking payment. 
Central Server settings 
Administration - server settings (bottom of form) version 6.4 onwards
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Set this as the central server or add the IP of a central server to set this as a slave server.

If these settings are left clear the server will act as a standalone Webtube server
Importing kiosk ticket numbers into Webtube
Due to the fact that printing tickets is cheaper if large quantities are ordered, many customers have asked us to make the kiosk ticket system more manageable. 

You can now import the CSV (comma separated values) file generated with numbers in the Webtube server Ticket Manager back into the software should anything happen. Or, using the correct format, generate your own numbers externally.

For example, you may have a membership system in place and you can now use your existing numbers and import them into Webtube in a CSV file using the format Webtube reads. 

Or you can generate 10,000 tickets in Webtube and save the numbers to a CSV file, and have your tickets printed. Then disable and delete most of the tickets in Ticket Manager, leaving a more manageable number in current use.
When you need to increase the current tickets, copy a part of the CSV and import it into the Ticket Manager.
To ensure compatibility with the CSV files for the kiosk Numbers, the format for input of ticket numbers needs to be exactly the same as the one generated when tickets are created. 
To see an example download test1.csv and open in notepad 

Format: 
Double Quote, Ticket Number, Double Quote, Comma,Minutes,Comma,Double Quote,Expiry Date/Time,Double Quote 

Note, for tickets not to expire, use a zero. 

Note2, dates are always dd/mm/yyyy 

Example Line. 

"ZZZ12345678",60,0" - Ticket for 60 mins that does not expire. 

"ZZZ00675463",30,"12/06/2002 23:59" - Ticket for 30 mins that expires midnight 12th June
Adding an additional ticket number during kiosk use to extend a session
You can now add another ticket number during a kiosk mode session to extend time with a new kiosk ticket, without closing the session. 

Note: You can only have 2 tickets in any one session. 
Here's how it works. 
The user has a new button called Add Time, and when clicked it brings up the enter ticket box popup for them to enter their other ticket number. 

It then checks the ticket using central or local server database (whatever is in operation) and if it's valid tells them the time will be added. It locks the ticket as "in use" and keeps an internal check of the number and minutes on it and updates the users time left as a total of both tickets. 

When the time on the 1st ticket has run out and the server is about to end the session, it checks to see if the session was extended with another ticket, if it was, then the user carries on his surfing uninterrupted. 
If the second ticket time was not used, the number is released unchanged. 

Several customers who sell fixed time tickets and wanted clients to be able to extend their time by buying another ticket and adding it to the client without ending the session requested this. 

Note: You can easily extend a session in staffed mode by highlighting the client icon on the server and adding time by clicking one of the time buttons.
Order extras enabling in kiosk mode
Remote ordering of extras in kiosk mode is now enabled and is configurable on the client administration tab. The option to enable or disable remote ordering is per client (bottom right of admin form). 
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Accessing task Manager (ctrl-alt-del) by Staff on client stations (to end non responding programs).

By default Webtube removes the option to hit Ctrl-Alt-Del to bring up the Task manager in Webtube clients, this is to prevent customers attempting to hack into systems. 

We have added the option to enable this function for staff. We have had feedback from several customers asking that we add an option to be able to access the task manager so they can end tasks that are not responding without having to close the session and reboot.

If a customer has a program that is not responding, staff can now send the command to show the taskmanager to end the task.
This is done by highlighting the workstation icon on the server and right clicking and choosing "Show Taskmanager".

[image: image129.png]£475

Currently InUse.

56 ins used
Current Cast £ £4.66

Curtent Profile : Member
Unlocked by : Adrinistrator
Unlocked At ; 09/02/2002 23:25:15

Order Extras

Kiosk ode

0 Endsessin
& oot

B o it
7 st





On kiosk session start - option to send kiosk users to a predefined URL with variables 

Launch URL  to the kiosk users on session start with variables from the local server settings. 

local server - Administration - server settings 
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You can now send customers to a predefined URL with specified parameters at session startup in kiosk mode (similar to the function in customer profiles)
Basically, you can add the parameters to the URL and the information will be  passed from Webtube.
^ddmmyyyy^ = unlock date in format ddmmyyyy 

^mmddyyyy^ = unlock date in format mmddyyyy  

^hhmm^ = unlock time in hours and mins, eg 1545 or 0630 

^hhmmss^ = unlock time in hours, mins and seconds. e.g. 154554 or 063024 

^ticket^ = kiosk ticket number, returns blank if not in kiosk Mode 

^machineip^ = Client Machine ip address 

^machinename^ = Client Machine Name as configured in Webtube Server 

^minutes^ = Number of minutes unlocked for in normal mode, or Number of minutes left on ticket if in kiosk Mode. 

  

Note: As the URL is only launched at the start of the session, adding additional time either by the add time mode in kiosk, or the standard extend time from the server will not cause the URL to be launched. 

 Upgrading to AdminCentral

If you have several sites and want to link them, you need to apply for an additional licence for a new AdminCentral server.
 
The AdminCentral server monitors Webtube servers and does not link into client workstations
8.
Hardware setup examples

8.1.
Client machine security

Security Issues
In normal circumstances we recommend using a domain to manage a group of workstations. 

The domain server can be NT 4 or Windows 2000 server with the clients logging into the domain from the workstations.  

When setting up a system we use one admin account and generate a user account for each client machine e.g. PC1, PC2, PC3 etc. > 
Setting up your hard drive partitions .  
If you are setting up computers from scratch, we recommend partitioning the drives into two or three partitions. This allows you to restrict drives easily.  

C Drive - The first partition should be for the operating system. (3-4GB size)  

D Drive - The second partition could be for programs and games, with access only allowed through the Webtube launch window or taskbar.  

E Drive - The last (optional) partition could be used by the user to save files and documents ( Up to 1 GB dependent on your HD size).  

If you restrict the user to only the E Drive, they will not be able to corrupt operating system files.  

If you are using a networked directory you can restrict the user totally from the local machine. And only allow access to the networked drive for example if you map the networked drive to Z: then use the information below to restrict drive c: and d:  

To limit access to the local workstation, set the data value of the NoRun DWORD value to 0x1 in the following registry key:  

HKEY_CURRENT_USER\Software\Microsoft\Windows\CurrentVersion\Policies\Explorer  

If you want to disable access to a drive altogether, set the data value of the NoDrives DWORD value as indicated:     

Drive   DWORD value    -------------------    

A       0x1    

B       0x2    

C       0x4    

D       0x8 

Set this DWORD value in the following registry key:  HKEY_CURRENT_USER\Software\Microsoft\Windows\CurrentVersion\Policies\Explorer
Alternatively you can set up a directory on your main server for each workstation and share this only for the particular machine. This can be used to save documents etc for each client machine 

For example if you have a free partition on the server, you can make a directory called PC1 and share this only for the user PC1. 

Then on the client machine PC1, map the directory in Network Neighbourhood to a drive (e.g. Z: drive) and then restrict access to other drives.  

In normal circumstances we recommend using a domain to manage a group of workstations. 

The domain server can be NT 4 or Windows 2000 server with the clients logging into the domain from the workstations.  

When setting up a system we use one admin account and generate a user account for each client machine e.g. PC1, PC2, PC3 etc. > 

8.2.
Setting up user accounts for workstations

Setting up user accounts for your workstations 
The client machines should have two users:  

Administration mode – all functions enabled and with the ability to install or modify software.  

User mode – limited accessibility and file access. 

We recommend using a machine Identity for the user name; this will help in identifying the machine. 

E.g. For the first client use PC1 or WS1 (for workstation1).  

To log on to the client machine as an administrator pick an admin name and password and add the user to the NT server user accounts (Administrative Tools/User manager for domains) and add it to the administrator group.  

To log on to the client machine as a user pick a user name and password. e.g. PC1, PC2, PC3 etc. and add the user to the NT server user accounts (Administrative Tools/User manager for domains) and add it to the domain user group. 

(You can make a new group if you prefer).   

Note both accounts will have full access until you add the restrictions to the user account later. 

8.3.
Using System Policy Editor

Using System Policy Editor to restrict machine access in a domain  
All example files can be downloaded from our website

How to Set System Policies  

System policies provide administrators the ability to control client desktops. 

Policies are special registry settings applied to users' computers when users log on to the network. 

The Microsoft Office Resource Kit includes system policy templates that describe the system policy settings available for Microsoft Office. 

The policy settings available in these policy templates enable administrators to do the following: Modify the user interface. Grant permissions to run or not run features of an application or utility. Restrict a user from customizing parts of the different Office applications.  

Note The System Policy Editor is the primary tool mentioned in this topic. However, the Group Policy snap-in is the suggested tool of choice for the Microsoft Windows 2000 operating system. Consult the Help available with the Group Policy snap-in for information on how to set policies, to propagate them with Active Directory™, and to create custom ADM templates. 

Working with system policy templates  

A system policy setting represents a controllable option or feature on a user's computer. Each system policy setting listed within an ADM template corresponds to one or more registry keys, value names, or value data. Policy templates are organized by the application they can control. Each registry key, value name, or value data is noted in standard ASCII text within the ADM template and lists the minimum or maximum values each entry can have, if applicable, and the registry key changed on the user's computer.  When you create a system policy file (*.pol) or a Group Policy Object (GPO), you use one or more policy templates loaded into either the System Policy Editor from the Policy Templates… menu option (Options menu) or the Group Policy snap-in (select either Computer Configuration or User Configuration, right-click Administrative Templates, then click Add/Remove Templates…). The Office XP Resource Kit includes the policy template files listed in the table below. These files list the policy settings you can control for each application. Note With the System Policy Editor you cannot add templates if your policy file is open, so be sure to add in all the templates you plan to use for the policy file you are working with prior to setting policies. 

This example is for Windows 98 systems - 

You can use similar procedures in windows2000, NT4 and windows XP  

All example files can be downloaded from our website

We have set up a basic file for download using poledit (called win98.pol), and below is some information on how to use it.   The help file included with the system policy editor is quite useful too.  

1) Download and install orktools98.exe on a Windows98 machine (If you are using windows98)  

2) Start the System Policy editor  

3) Then go to the top menu, File / Open policy and load the win98.pol file.  
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4) You should see the icons below – click each icon to view the settings >  > 
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5) Example User PC1 - Click on the PC1 icon to show available settings > If a policy is selected (ticked), the policy restriction will be implemented. For example, if the Disable file sharing controls check box is ticked, then the user will not be able to share folders over the network. > 

If a setting appears dimmed, it is ignored by Windows. This saves time when logging on because Windows does not process every entry 

6) The main restrictions are in Windows 98 System key  
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7) If you want to severely restrict the programs allowed to be run by this user you can click Only run allowed windows applications and click the show button to add the programs allowed to be run >  
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8) You can also set up the programs to be run at startup when this user logs on e.g. the Webtube Client. > 
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9) And restrict access to the control panel etc. >
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10) Windows 98 Network - Setup your NT logon domain here > 

11) Microsoft Outlook Key - You can set default mail account if required> 

To set up automatic downloading from Windows NT servers  

1) On the File menu, click Open Registry.  

2) Double-click Local Computer.  

3) Click the plus sign beside Network.  

4) Click the plus sign beside Microsoft Client For Windows Networks, and then click Log On To Windows NT.  

5) Type the Windows NT domain name, and then click OK.  

6) On the primary domain controller, create a folder named Netlogon, and then share it.  

7) Save the policy file in this folder.  

Notes  Make sure the policy file has a .pol extension.  With the load-balancing feature, you can have the policy file downloaded from domain controllers other than the primary one.  See our example by clicking each item in the System Policy Editor when loaded. > Once you have edited the policy to your settings, save the file as config.pol this is the default policy loaded on startup. This file can then be saved on the NT Domain server for auto download from each workstation.  

To add to the Registry settings, click Commands on the Edit menu to do the following:  

1. To change HKEY_CURRENT_USER for specific users, click Add User. 

2. To change HKEY_LOCAL_MACHINE for specific computers, click Add Computer. 

3. To change HKEY_CURRENT_USER for specific groups click Add Group.  

If necessary, finish configuring policy settings for any other policy files you have added, and then click Save As on the File menu.  


4. In Save in, specify the Netlogon folder on the primary domain controller (PDC), such as:  \\PDCServerName\netlogon.  If you need to add or configure new software or configure printers and hardware etc. 

5. You can either logon as the default (unrestricted user) or disable the restrictions in the policy and setup, then restrict again. 

Enabling System Policies on a stand-alone computer  

System Policies is an optional component of Windows, which you can use to enforce some Windows settings on the per-user basis. 

For complete information on installing and using System Policies, consult the Windows Resource Kit. 

To make System Policies work on your computer, you must first install the System Policy Editor:  

1. Insert your Windows CD into the CD-ROM drive.  


2. Open Control Panel, double click on Add/Remove Programs, select the Windows Setup page, and click on Have disk button.  


3. Enter the following path into the dialog box: 

If you use Windows 98: 

D:\TOOLS\RESKIT\NETADMIN\POLEDIT\POLEDIT.TXT 

If you use Windows 95: 

D:\ADMIN\APPTOOLS\POLEDIT\POLEDIT.INF (replace D: with the drive letter that designates your CD-ROM) and click on OK.  


4. The System Policy Editor uses files of two kinds: template files (extension ADM) and policy files (extension POL). 

Template files contain information that guides the System Policy Editor in modifying the Registry in response to your commands. 

Policy files contain the restrictions you are setting up for each user.  


5. After you have installed System Policy Editor, run it (using Start - Programs - Accessories - System Tools - System Policy Editor), choose the Options - Template command in its menu, and select the template file(s) you want to be active (such as ADMIN.ADM; these files are installed in the C:\Windows\INF folder).  


6. Now create a policy file:  

Run the System Policy Editor and choose File - New in its menu.  

Use commands of the System Policy Editor to create entries for users of your computer and set up their policies.  


7. Choose File - Save and save the file. You may wish to name the file CONFIG.POL and save it in the Windows folder (usually, C:\Windows), although you are free to select other name and location for this file.  


8. Finally, you must activate the policy file you have just created. 

On a stand-alone computer, do the following:  


9. Run the System Policy Editor and choose File - Open Registry in its menu.  


10. Open the Local Computer item and find the following entry: Network - Update - Remote Update. Check this checkbox.  


11. In the Settings for Remote Update area (at the bottom of the same dialog box), specify the following information:  

Update Mode: Manual  Path for manual update: C:\WINDOWS\CONFIG.POL (enter here the path to the Policy file you have created). 

From now on, whenever a user logs on to Windows, the restrictions you have specified in the policy file will be applied to the user's settings.  


Note: The path to the active policy file is stored in the Registry in the variable NetworkPath, under the key:  HKEY_LOCAL_MACHINE \ System \ CurrentControlSet \ Control \ Update 
8.4.
Step by step workstation setup

Setting up each workstation 


To set up a workstation follow these steps:  


Log on to the workstation as a user e.g. PC1 (You will need to add PC1 as a user on the NT Server as above). >  

Install all the required user applications (office software, games, internet programs etc).  >  

Configure the installed software prior to restricting this account. For example default home page, email accounts, games servers etc. >  Install the webtube client and configure the server IP address etc (so you can close down the client when required and log off as the standard user. Webtube client prevents users from logging off when it is running as a security measure). >  

Add the webtube client icon to the startup so it runs on reboot. >  

You can set your Win98 or NT machines to login automatically using TweakUI. 

To download it for Win98 or NT4 click here. > 

For Windows2000 auto logon information see here >  

Install TweakUI and configure it in control panel     

To set logon automatically choose the network tab and add the user name and password that you want the machine to log in as. 

Then tick "log on automatically at system startup".   

NOTE this can be overruled by hitting esc key during startup and entering your admin name and password.  >  >  

Remove the desktop icons - This can be done in system policy editor or by right mouse click on the desktop and untick "show desktop icons" This will hide the desktop icons once the restriction is in place. ( if right mouse click is disabled on desktop in restrictions) >  

Add only the programs you want to be accessible to the Webtube client configuration tab.  >  

Fully test the system in unrestricted mode (once you add the restrictions you will not be able to change any settings). >  

If you want to add a shared directory for downloaded files (recommended) before adding your restrictions see here >  

Fully test all functions before adding your restrictions. >  

Add the restrictions using the policy editor for this user/group. 

To lock down Microsoft office the Office resource tool kit is available free from Microsoft, they have developed user profiles, settings and configurations to help you deny access to some users of the system.  > 

Using the Windows2000 or XP system policy editor and .adm files you can choose what to make available for use by the logged on user. >  

For Windows98, we have set-up some files to help you lock down your systems. 

Download and use this file by right mouse clicking on the file in windows explorer and choosing install it will then add the settings for the shell lockdown....  

NOTE – once this file has been installed your desktop will be restricted in the current user profile. 

Make sure you are logged on as the user and not your admin account and your program settings are completed before installing this file.  

8.5. Auto logon user

You can set your Win98 or NT machines to login automatically using TweakUI. 

To download it for Win98 or NT4 click here. > 

For Windows2000 auto logon information see here >  

Install TweakUI and configure it in control panel     

To set logon automatically choose the network tab and add the user name and password that you want the machine to log in as. 

Then tick "log on automatically at system startup".   

NOTE this can be overruled by hitting esc key during startup and entering your admin name and password.  >  >  

8.6.
Remove desktop icons

Remove the desktop icons - This can be done in system policy editor or by right mouse click on the desktop and untick "show desktop icons" This will hide the desktop icons once the restriction is in place. ( if right mouse click is disabled on desktop in restrictions) >  

Add only the programs you want to be accessible to the Webtube client configuration tab.  >  

8.7.
Setting up a secure Directory

Setting up a secure directory for downloaded or saved files  

To prevent users viewing system files, we recommend setting up a remote directory for downloaded or saved documents for each workstation and restricting the users to this directory only. 

This can be on a networked drive on the server or a partition on the local machine (e.g. set a 1GB partition aside on the local Hard Drive. 

Then before you restrict the machine create a shortcut to this drive in the client configuration tab  

8.8.
Add Client Programs 

Adding programs and directories on the Client Configuration Tab  

Accessing the Client Administration  

To access the Administration mode  the client needs to be in locked mode. [image: image137.png][



 

Go to the client workstation and press space bar  

The password access pop-up will appear 

 [image: image138.png]



Enter the Client Administration Password – default password is admin    

We recommend you change the admin passwords before you go live to prevent public access.

The Client Configuration window will appear  Choose the client configuration tab  [image: image139.png]



To add programs to the taskbar or launch windows, drag and drop shortcuts into the window, or type in the paths to the programs.   
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To rename programs, click on the program name and type in new title similar to when using Windows Explorer.  
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To view online tutorials showing programs being added, choose one of the following:  

How to access the configuration tab and add a program  - http://www.webtube.co.uk/Tutorials/client-configuration-tab.htm
Add Outlook Express and rename  - 

Add a directory  - 

To rename New Group or programs, click on the program name and type in new title similar to when using Windows Explorer.  
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Once the programs have been added they will appear in the taskbar or standard webtube menu when the client is unlocked.

8.9.
Webtube admin  passwords

Setting the Access Passwords on the Server  

This is configured on the Server under the Administration | Server Settings tab.   
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Enter the Client Administration Password – default password is admin    
We recommend you change the admin passwords before you go live to prevent public access.
8.10.
Restricting Access

Add the restrictions using the policy editor for this user/group. 

To lock down Microsoft office the Office resource tool kit is available free from Microsoft, they have developed user profiles, settings and configurations to help you deny access to some users of the system. 

Using the Windows2000 or XP system policy editor and .adm files you can choose what to make available for use by the logged on user.

 For Windows98, we have set-up some files to help you lock down your systems. Download and use this file by right mouse clicking on the file in windows explorer and choosing install it will then add the settings for the shell lockdown....

NOTE – once this file has been installed your desktop will be restricted in the current user profile. 

Make sure you are logged on as the user and not your admin account and your program settings are completed before installing this file. 
How to Set System Policies

System policies provide administrators the ability to control client desktops. Policies are special registry settings applied to users' computers when users log on to the network. The Microsoft Office Resource Kit includes system policy templates that describe the system policy settings available for Microsoft Office. The policy settings available in these policy templates enable administrators to do the following:
· Modify the user interface.
· Grant permissions to run or not run features of an application or utility.
· Restrict a user from customizing parts of the different Office applications. 


Note   The System Policy Editor is the primary tool mentioned in this topic. However, the Group Policy snap-in is the suggested tool of choice for the Microsoft Windows 2000 operating system. Consult the Help available with the Group Policy snap-in for information on how to set policies, to propagate them with Active Directory™, and to create custom ADM templates.
Working with system policy templates 

A system policy setting represents a controllable option or feature on a user's computer. Each system policy setting listed within an ADM template corresponds to one or more registry keys, value names, or value data. Policy templates are organized by the application they can control. Each registry key, value name, or value data is noted in standard ASCII text within the ADM template and lists the minimum or maximum values each entry can have, if applicable, and the registry key changed on the user's computer.


When you create a system policy file (*.pol) or a Group Policy Object (GPO), you use one or more policy templates loaded into either the System Policy Editor from the Policy Templates… menu option (Options menu) or the Group Policy snap-in (select either Computer Configuration or User Configuration, right-click Administrative Templates, then click Add/Remove Templates…). The Office XP Resource Kit includes the policy template files listed in the table below. These files list the policy settings you can control for each application.
Note   With the System Policy Editor you cannot add templates if your policy file is open, so be sure to add in all the templates you plan to use for the policy file you are working with prior to setting policies.
8.11.
Windows98 Example


You can use similar procedures in windows2000, NT4 and windows XP  
We have set up a basic file for download using poledit (called win98.pol), and below is some information on how to use it.  

The help file included with the system policy editor is quite useful too. 
1. Download and install orktools98.exe on a Windows98 machine (If you are using windows98) 

2. Start the System Policy editor 

3. Then go to the top menu,  File / Open policy and load the win98.pol file. 

4. You should see the icons below – click each icon to view the settings
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5. Example User PC1 - Click on the PC1 icon to show available settings

If a policy is selected (ticked), the policy restriction will be implemented. For example, if the Disable file sharing controls check box is ticked, then the user will not be able to share folders over the network.

If a setting appears dimmed, it is ignored by Windows. This saves time when logging on because Windows does not process every entry
6. The main restrictions are in Windows 98 System key
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7. If you want to severely restrict the programs allowed to be run by this user you can click Only run allowed windows applications and click the show button to add the programs allowed to be run
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8 You can also set up the programs to be run at startup when this user logs on e.g. the Webtube Client.
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9 And restrict access to the control panel etc.
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9.
Additional Information

9.1.
Setup Tips and Tricks

There are several Webtube additional downloads that can help you to setup Webtube to suit your business. There are also online video tutorials showing the configuration and use of Webtube.

Choose Additional Downloads from the left hand menu

This includes the following:

Full Manual Downloads 
Ticket Generation Tools
Example .csv ticket numbers 

Example .Excel .xls after .csv ticket number import 

Example Avery template tickets document with imported fields 

Additional Advert examples 
Note: Fully designed adverts with your company logos can be ordered from the Additional Services area of our online shop

Win2000 Registry add-ons

Webtube Launcher Registry entries for:
Internet Tab
Graphics Tab
Drives Tab
All Tabs 

Win98 Registry add-ons 

Webtube Launcher Registry entries for:
Internet Tab
Graphics Tab
Drives Tab
All Tabs 

Win NT/2000 Auto logon files 

Windows NT/2000 includes a feature that allows you to automatically logon to the machine and network, bypassing the Windows logon dialog box. 

Win98/NT4 Auto logon files 


TweakUI is an add on for windows98 and NT to set auto logon through Control Panel
Registry bug fixes 

Maximum Connection Fix  for any WSAENOBUFS errors on certain systems.

This is a workaround for the TCP/IP bug in windows2000. 

This problem may arise when the server is shutdown for extended periods of time. To prevent this possibility, close down any clients before shutting down the server.
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